Data protection statement

Clarivate Analytics (“Clarivate”, “we”, “our”) is committed to protecting the privacy of individuals and keeping personal information secure. We also have a legal obligation to comply with the various data protection laws in the countries in which we operate. This data protection statement (“Statement”) describes our main obligations under applicable privacy laws and our approach to our compliance obligations in relation to those laws.

1. Objective
The purpose of this Statement is to set out the key principles that relate to the protection of personal information used by Clarivate.

2. Key privacy principles
Personal information is any data that identifies or could be used to identify an individual. This includes information in the public domain and business contact data such as business email address and job title.

The key privacy principles require that personal information is:

- Processed fairly and lawfully and in a manner that is transparent to individuals;
- Only collected for specified and explicit legitimate purposes and not further used in a way that is incompatible with those purposes;
- Adequate, relevant and limited to that which is necessary in relation to the purposes for which it is collected and processed;
- Accurate and, where necessary, kept up to date;
- Retained in an identifiable form for no longer than is necessary;
- Processed in accordance with the rights of individuals in relation to their personal information;
- Processed in a manner that ensures the appropriate security of the personal information, including protection against unauthorized or unlawful processing and against accidental loss, destruction or damage by using appropriate technical and organizational measures; and
- Treated in accordance with any local laws. Where local data protection laws place restrictions on transferring data to other countries, personal information may not be transferred unless the recipient country, territory or organisation ensures an adequate level of protection or appropriate safeguards are in place as identified in the relevant applicable law.

Furthermore, as an organization that collects, handles or stores personal information we have in place measures to be accountable for compliance with the privacy principles and be able to demonstrate that compliance.

We adopt a “privacy by design” approach to our business operations by embedding the principles described in this Statement into our products, services, internal processes, and third-party vendor relationships; and by assessing the impact of our activities on the rights and freedoms of individuals.

Therefore, Clarivate will comply with these principles, through appropriate management and strict application of the internal criteria and controls.

If you have any questions about this Statement, please contact us: data.privacy@clarivate.com.