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CONDITIONS & LIMITATIONS:

1.	 The aforementioned organization has a perpetual responsibility to maintain compliance with ISO/IEC 27001:2013 during the period of certification.
2.	 This certificate is subject to the satisfactory completion of annual surveillance audits by Schellman Compliance, LLC
3.	  ISO/IEC 27001:2013 compliance audits are not designed to detect or prevent criminal activity or other acts that may result in an information security breach. As such, this certification should not be 

construed as a guarantee or assurance that an organization is unsusceptible to information security breaches.
4.	 The information in this document is provided “AS IS”, without warranties of any kind. Schellman Compliance, LLC expressly disclaims any representations and warranties, including, without limitation, 

the implied warranties of merchantability and fitness for a particular purpose.
5.	 This certificate is the property of Schellman Compliance, LLC and is bound by the conditions of contract. The authenticity of this certificate can be validated by contacting Schellman Compliance, LLC
6.	 Certificates against the ISO/IEC 27001:2013 version of the standards will expire on October 31, 2025 if not transitioned to the ISO/IEC 27001:2022 version per the IAF MD 26 requirements.

Issue Date Original Registration Date Expiration Date Certificate Version
April 15, 2024 April 21, 2021 April 19, 2027 Version 6

CERTIFICATE OF REGISTRATION
Information Security Management System - ISO/IEC 27001:2013

The Certification Body of Schellman Compliance, LLC hereby certifies that the following organization operates an Information 
Security Management System that conforms to the requirements of ISO/IEC 27001:2013

Clarivate PLC
for the following scope of registration

The scope of the ISO/IEC 27001:2013 certification is limited to the information security management system (ISMS) 
supporting the systems, products and services provided by the Clarivate Intellectual Property Group (IPG), Life Sciences & 
Healthcare (LS&H) Group, and Academic and Government (A&G) Group, in accordance with the statement of applicability, 

version 1.60, dated November 27, 2023. The scope of the ISMS includes the Information Security (InfoSec), Technology 
(Corporate IT, Systems Engineering, Product Technology), and Product Management functions responsible for supporting the 
in-scope systems, products, and services and other functions necessary to support business unit operations including Human 

Resources, Facilities, Compliance, Privacy, and the TechOps Project Management Office. The services and products within 
scope of the ISMS are included on page 2 of the certificate.

which includes the following in-scope location(s) on page 2 of 2

Certificate Number:  1800069-6

Ryan Mackie
Principal, Schellman Compliance, LLC
4010 W Boy Scout Blvd., Suite 600
Tampa, Florida 33607, United States
www.schellman.com

Authorized by:
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In-Scope Services and Products

Group Services / Products

Intellectual Property Group (IPG) Services: IP management services including IP Search 
Operations, IP Renewals, IP Data Maintenance & 
Verification, IP Filing & Docketing, IP Recordals & 
Trademark services.
Products: Derwent Innovation, FoundationIP, 
Memotech, Inprotech, Innography, IP Management 
System (TIPMS), Unycom

Life Sciences & Healthcare (LS&H) Group Products: Cortellis, Metacore, Dialog , Drug Safety 
Triager (DST) (formerly PI2)

Academic and Government (A&G) Group Products: EndNote, Web of Science, ScholarOne

In-Scope Location(s)

Location Function / Role

789 E. Eisenhower Parkway
Ann Arbor, Michigan 48108
United States

US Headquarters / Executive leadership and oversight 
of ISMS, Business & Technology Operations for North 
America offices including: Clarivate, ProQuest LLC,  
CPA Global Support Services LLC, CPA Global North 
America LLC

Liberation House
Castle St, JE11BL
Jersey

Business & Technology Operations for CPA Global Limited

St. Peter Gürtel 10
Graz, 8042
Austria

Business & Technology Operations for Unycom GmbH

Plot No. 6, Tech Boulevard
Tower B, Sector 127
Noida, Uttar Pradesh 
India

Business & Technology Operations for CPA Global 
Support Services India Pvt Ltd


